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Our code of conduct advocates for a 

customer centric approach to build trust and 

deliver marketing effectiveness. 

Respect privacy Be honest 
and fair

Be diligent with 
data

Take 
responsibility 



The demise of DPDI
• Report stage scheduled in House of Lords for 10 and 12 June

• 3 and a half years of consultation
• DMA chaired Business Advisory group for Secretary of State
• Key reforms to GDPR, PECR and DPA2018 that were important to marketers
• Last minute additions at report stage in Commons created controversy

• Election called 22 May

• Opportunity to pass the bill during wash-up failed
• Main issue benefits fraud provisions that were last minute additions at report stage in Commons

• Other Bills passed during wash-up
• Digital Markets and Consumer Bill (DMCC)
• Media Bill
• Contaminated blood compensation Bill
• Post Office compensation Bill
• Leasehold and freehold reform Bill



The Labour government
• Peter Kyle: Secretary of State Department of Science Innovation and Technology

• Chris Bryant: Minister in DSIT and DCMS including data and digital
• Baroness Maggie Jones chief whip in Lords plus DSIT and DBT roles

• Expanded role for DSIT
• Transforming public services and fuelling economic growth through science and technology
• Unite efforts in the digital transformation of public services under one department

• Government Digital Service (GDS)
• Central Digital and Data Office (CDDO)
• Incubator for AI (i.AI)

• King’s Speech 17 July

• An AI and Data Protection Bill?? A Data for Growth Bill??



DMA proposal: a Data for Growth Bill
1. Reforms that establish greater certainty for legitimate Interests as a lawful basis, particularly attracting and retaining customers

2. Reforms that clarify how data can be better use to support scientific research and technology development

3. Reforms that reduce bureaucracy for small business

4. Reforms that enable Smart Data schemes to be introduced in appropriate sectors

5. Reforms that reduce the consent requirements for non-intrusive cookies

6. Reforms that update the law to enable beneficial update of automated decision making like AI while maintaining strong 
safeguards

7. Reforms that create a more flexible international data transfer regime

8. Reforms that support use of the email soft opt-in for non-commercial organisations

9. Reforms that modernise the structure of the ICO and ensure it considers the impact on innovation and competition

10. Reforms that clarify transparency requirements for publicly available data sources such as the Open Electoral Register

11. Reforms that establish Codes of Conduct in PECR and may be contained in the same document as a GDPR Code of Conduct.

12. Reforms that do not risk adequacy in the EU



Labour Policy Forum on Data Protection
•      Ensure our world-class researchers and businesses have the data and computing infrastructure they need to compete internationally
•    Harness data for the public good and introduce robust regulation that opens up data while enshrining consumer rights
•    Maintain Britain’s data adequacy status meaning our data protection rules are deemed equivalent to those in the EU
•    Make it easier for public services to adopt innovative technologies by removing barriers to data-sharing and smart procurement.
•  Use new capabilities in data analysis and AI to deliver better public services and improve people’s quality of life, and ensure society 
      is fairly rewarded for the data it generates, built on frameworks and institutions that build public trust and uphold the privacy and
      security rights of UK citizens, including in the workplace
•    Ensure we have cyber resilience and security against rogue states and other hostile actors
•    Harness technology for public good, ensuring the UK is the best place in the world for safe and responsible technology, building 
      the world’s most competent regulatory environment for AI and automation and supporting a thriving and effective AI and
      automation assurance ecosystem
•    Ensure that the regulatory environment appropriately and proportionally mitigates the potential harms that AI could cause by 
      taking a principles-based approach to tech and AI
•    Explore whether the companies developing the underlying ‘foundation models’ that power specific AI tools and applications should
      also be subject to regulation
•    Act quickly to set the standards for safe and responsible AI



DMA Engagement with new government

• BAG open letter published 2 July 2024
• Media and PR support
• Letters to Peter Kyle and Chris Bryant
• Letters to DSIT officials





Proportionality: Recital 4 GDPR

“The processing of personal data should be designed to serve mankind.

The right to the protection of personal data is not an absolute right; it must be considered in 
relation to its function in society and be balanced against other fundamental rights, in accordance 
with the principle of proportionality.

This Regulation respects all fundamental rights and observes the freedoms and principles 
recognised in the Charter as enshrined in the Treaties, in particular the respect for private and 
family life, home and communications, the protection of personal data, freedom of thought, 
conscience and religion, freedom of expression and information, freedom to conduct a 
business, the right to an effective remedy and to a fair trial, and cultural, religious and linguistic 
diversity.



Proportionality: Legitimate Interest in DPDI
Article 6.1.f
Processing shall be lawful only if and to the extent that at least one of the following applies

(f) processing is necessary for the purposes of the legitimate interests pursued by the controller or by a third party, 
except where such interests are overridden by the interests or fundamental rights and freedoms of the data subject 
which require protection of personal data, in particular where the data subject is a child.

DPDI Amendment: 
For the purposes of paragraph 1(f), examples of types of processing that may be processing that is 
necessary for the purposes of a legitimate interest include—

(a) processing that is necessary for the purposes of direct marketing,

(b) intra-group transmission of personal data (whether relating to clients, employees or other individuals) where that 
is necessary for internal administrative purposes, and

(c) processing that is necessary for the purposes of ensuring the security of network and information systems.



Proportionality: Recital 47 GDPR
The legitimate interests of a controller, including those of a controller to which the personal data may be 
disclosed, or of a third party, may provide a legal basis for processing, provided that the interests or the 
fundamental rights and freedoms of the data subject are not overriding, taking into consideration the reasonable 
expectations of data subjects based on their relationship with the controller. Such legitimate interest could 
exist for example where there is a relevant and appropriate relationship between the data subject and 
the controller in situations such as where the data subject is a client or in the service of the controller. At any 
rate the existence of a legitimate interest would need careful assessment including whether a data subject can 
reasonably expect at the time and in the context of the collection of the personal data that processing for that 
purpose may take place. The interests and fundamental rights of the data subject could in particular override the 
interest of the data controller where personal data are processed in circumstances where data subjects do not 
reasonably expect further processing. Given that it is for the legislator to provide by law for the legal basis for 
public authorities to process personal data, that legal basis should not apply to the processing by public 
authorities in the performance of their tasks. The processing of personal data strictly necessary for the purposes 
of preventing fraud also constitutes a legitimate interest of the data controller concerned. The processing of 
personal data for direct marketing purposes may be regarded as carried out for a legitimate interest.



DPDI: Definition of Direct Marketing

Amendment to GDPR and PECR to ensure definition of Direct Marketing in DPA2018 is consistent across 
all UK data protection legislation

“The communication (by whatever means) of advertising or marketing material which is directed to 
particular individuals”



DPDI: The Soft Opt-in for email marketing
Non-commercial organisations will be treated the same as commercial organisations

Non-commercial organisations can send emails and texts to a person without consent if:
• You’ve collected the individual’s information directly
• You’re selling or negotiating to sell one of your own products or services
• You're sending marketing to offer your similar goods or services
• You give the customer a chance to opt-out at the time you collect their data and in every subsequent 

communication

The contact details of the recipient must have been obtained from the individual in the course of that person expressing an 
interest or providing support for the objectives of the organisation



DPDI: Cookies 
The government’s objectives were to reduce the number of cookies consent banners as they 
have effectively become meaningless.

Clause 79(2)a-d of the DPDI Bill would have extended the circumstances under which cookies 
or other technologies could be used to store or access information on people’s devices 
without their express consent
 * Statistical purposes for own use 
 * Enhance website functionality
 * Security and software updates
 * Emergency assistance

The net effect of these exemptions is that websites who use cookies for first party 
relationships only and do not take advertising should be exempt from cookie banners, 
especially B2B websites and pure ecommerce sites



DPDI: Market Research Provisions
Research provisions provide greater clarity to enable scientific research in academic 
and commercial setting. Covers product development and market research

• processing for the purposes of any research that can reasonably be described as scientific, whether 
publicly or privately funded and whether carried out as a commercial or non-commercial activity…

• …includes processing for the purposes of technological development or demonstration, fundamental 
research or applied research, so far as those activities can reasonably be described as scientific…

• …processing of personal data for statistical purposes are references to processing for statistical 
surveys or for the production of statistical results where— (a) the information that results from the 
processing is aggregate data that is not personal data, and (b) the controller does not use the 
personal data processed, or the information that results from the processing, in support of measures 
or decisions with respect to a particular data subject to whom the personal data relates….”



DPDI: Codes of Conduct in PECR

Articles 40 and 41 of GDPR establish collaborative regulation on data protection for the first time and 
delegate authority to industry trade associations and monitoring bodies
 “The Commissioner shall encourage the drawing up of codes of conduct intended to contribute to the proper
 application of this Regulation, taking account of the specific features of the various processing sectors and the 

specific needs of micro, small and medium-sized enterprises. Associations and other bodies representing categories 
of controllers or processors may prepare codes of conduct, or amend or extend such codes, for the purpose of 
specifying the application of this Regulation”

PECR must be amended to enable Industry Codes of Conduct and Monitoring Bodies. A PECR Code of 
Conduct must be contained in the same document as a GDPR Code of Conduct

DMA is working with ICO on a Code of Conduct for Direct Marketing contingent on amendment to PECR

The Data and Marketing Commission will be appointed the Independent Monitoring Body to investigate 
and adjudicate complaints against Code Signatories



DPDI: New objectives for ICO
The primary objectives of the ICO are to secure an appropriate level of data protection 
and to promote public trust and confidence in the processing of data

In doing so, the ICO must consider: 
 a. the desirability of promoting innovation
 b. the desirability of promoting competition
 c. the importance of preventing investigating detecting and prosecuting criminal offences
 d. the need to safeguard the public and national security

Change from corporation sole to a corporate body called Information Commission. Chair 
and non-executive members appoint and scrutinise CEO and executive members.

Panels of industry experts to review ICO Codes of Practice



DPDI: Enforcement and Fines
Fines for breaches of PECR amended to match GDPR

Applies to nuisance calls, texts and emails.
 
Up to 4% of global turnover or £17.5 million (previously up to £500,000)
 



EU Adequacy
DMA members made maintaining adequacy their number one priority in the consultation. 

DPDI builds on existing legislation and should not risk adequacy 

The European Court of Justice has consistently ruled:
1.  That any interest that is legal may be a legitimate interest
2. That no member state may limit the scope of legitimate interests
3. That the processing must be necessary to pursue the legitimate interest
4. That the processing proportionate and is balanced with any risk to the individual

A particularly powerful opinion if that of Advocate General Bobek in the Fashion ID case and in particular 
paragraphs 122 and 123. Bobek concludes “I would agree that marketing or advertising can, as such, 
constitute such a legitimate interest.” 

Data Protection Authorities in Austria and Italy have approved GDPR Codes of Conduct that base the 
processing of third-party data for print channels and B2B data on legitimate interests.

 -



Implications for Marketers – 
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©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 

Experian & ICO
Upper Tribunal Case / Presented by Andrew Mills, Legal Director UK&I
11 / June / 202



Mosaic®
Our geodemographic classification system
• This is known as segmentation
• This can help clients understand their customers’ likely 

characteristics, how to find more like them, where to 
best place new stores and the best ways of advertising 
to their target audience

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Other databases
ConsumerView
Database containing most UK adults
• Modelled attributes provide a likely value, 

such as property band value
• Propensities identify likelihood of an 

individual displaying a characteristic, 
typically between 0 (not likely) and 1 (most 
likely). Examples:
• Has a stocks & shares ISA
• Owns/has access to a smart TV
• Visits theme parks

ChannelView
An internal “linkage” database

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Data sources and transparency
Three main groups of sources of personal data 

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Credit Reference Industry joint information notice
We believe unique in being an industry information notice, launched 2018

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Our Consumer Information Portal – the CIP
Launched early 2018 and continuously improved since

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. No part 
of this copyright work may be reproduced, modified, or distributed in any form or manner without the prior written permission of Experian. 
Experian Confidential – shared with Slaughter & May as external legal adv isors



Third party suppliers

We have third party supplier 
minimum transparency standards

We audit them

Very clear to individuals what they 
are signing up to – before they 
enter their information

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Electoral roll
Secondary legislation under the Representation of the People Act sets “form of words” on annual canvas

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Assessment notice
Approach with caution – early warning indicator

• We had been subject to previous audit processes without enforcement
• Satisfactory outcomes
• BUT all pre-GDPR

• Don’t assume that the regulator will understand your business

• Anticipate that an assessment notice could mean that you end up in litigation

• Appeals to the First Tier Tribunal are a full merits-based review and so highly valuable

• Tribunal must pay careful attention to the findings of the ICO as an expert regulator, but evidence can be key

• The First Tier is the only opportunity in any litigation to set out the facts

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



April 2024

The timeline
Six years

July 2020

February 2023Jan/Feb 2022 Feb 2024

The ICO 
issues an 
Assessment 
Notice and 
audits 
Experian’s 
marketing 
services 
business

November 2020

April 2020May 2019April 2019late 2018

The ICO issues 
its Preliminary 
Enforcement 
Notice and 
Audit Report 
to Experian

Experian 
provides a 
Preliminary 
Enforcement 
Notice 
Response and 
Audit 
Response

The ICO publishes the 
Final Enforcement Notice
along with a sectoral 
investigation into “data 
brokers”

Experian submits 
Notice and 
Grounds of 
Appeal to the First 
Tier Tribunal (FTT)

Six-day appeal 
hearing

FTT judgment 
issued:
Substantive win for 
Experian

October 2020

ICO issues a 
Draft 
Enforcement 
Notice

Experian provides a 
response on the 
Draft Enforcement 
Notice

3-day UTT 
appeal 
hearing of 
ICO’s 
appeal

Final 
judgment:
dismisses 
every aspect 
of ICO’s 
appeal

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



ICO’s core complaints

Category A – the Consumer Information Portal (CIP)
• Revise CIP to provide “at a glance” info
• Put “surprising” information higher than the 3rd level
• Make CIP intelligible (don’t use words like “insight”)
• Include intelligible information about data sources, 

onward disclosure & outcomes
Stop using any data derived from our credit bureau for any 
direct marketing purposes without consent
Category B – notification
• Written notification to all data subjects where we sourced 

data from third parties [approx. 50m]
• Stop processing if no notification

Category C
• [lawful basis switching irrelevant by trial]
• Stop processing where “objective” LIA cannot be said to 

favour our interest
• Review compliance of our suppliers and stop taking data 

if they do not meet the standards imposed on us
• Stop processing data from suppliers if no evidence that 

they meet those requirements 

Unprecedented approach from the ICO that has proven to be overstepping

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Outcome of appeals

First Tier Tribunal
• FTT swept aside all original EN
• Single, much narrower substitute EN
• We must notify those people whose data we only sourced from 

public records

• Our CIP and other transparency mechanisms meet 
GDPR standards

• ICO’s witness admitted in x-exam that some of his 
evidence was wrong, misleading & perverse

• LI is an acceptable processing ground
• No one likely to suffer any damages from our actions 

that could justify a claim

Upper Tier Tribunal
• FTT judgment could have been better written
• Dismissed each the ICO’s grounds of appeal
• No interference with any of the FTT’s findings
• ICO accepted:
• The negative assessment of their witness’s evidence

• Modelled data is less intrusive than “actual” data

• Benefits resulted from our processing

• It was unlikely that any person suffered damage and distress 
from our processing

A short summary

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Key take away 1
Transparency

Whilst being fact specific…
Layering is OK
You don’t need to spell out downsides in preference to benefits
Third parties can deliver transparency on your behalf
Testing using survey data can be helpful

You don’t need to force people to read your transparency notices
People have a choice
GDPR requirement is to provide information

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Key takeaway 2
Public record data

Traditionally seen as a low-risk data source

Just because data is public doesn’t mean that anyone can use it for any purpose

The “form of words” for the electoral roll is insufficient

Case now says users of public records need to provide transparency 
Difficult & costly for organisations (but that’s no barrier if that’s your business model)
The substitute enforcement notice provides for notifications at source for public record data

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 



Key takeaway 3
Legitimate interests

Legitimate interests can be a valid processing ground for direct marketing purposes

In practice, your balancing test should take into account:
All your transparency practices for your data processing activities
The benefits to data subjects not just the risks
The likely impact or harm

The ICO is not best placed to assess whether a controller has got the balancing test right on an LIA

©2021 Experian. All rights reserved. “Experian” and the “Experian” marks used in this presentation are trademarks or registered trademarks of Experian. 
No part of this copyright w ork may be reproduced, modif ied, or distributed in any form or manner w ithout the prior w ritten permission of Experian. 
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• “In addition, in his cross-examination Mr Hulme accepted that the scenarios set out in his 
witness statement as to how people would be distressed by the data processing were 
incorrect to the extent that he accepted his evidence in his witness statement was 
“completely wrong, completely misleading and perverse”.

• “We accept also that in reaching a decision, the Commissioner and this panel must have 
regard to the regulatory decisions in respect of the economy, the environmental impact 
and positive benefits for the consumers of processing (which appear from Mr Hulme’s 
evidence not to have been taken into account in the enforcement notice).”

• “We are satisfied that the Information Commissioner got the balance wrong in terms 
of proportionality in exercising her discretion because the Information Commissioner 
had fundamentally misunderstood the actual outcomes of Experian’s processing”

Summary comments



Skills Development 
A critical principle of data protection legislation is that teams are trained and aware of their 
responsibilities

All DMA skills development are built on the ethical framework of the DMA Code and an ethos of 
best practice developed “by the industry for the industry”

Funding secured from the Department for Education to run skills bootcamps for Digital Marketing 
Strategy including modules on legal obligations

90% funding for SME employees and 70% funding for corporates. 



• Master the art of crafting top-notch, omnichannel campaigns on our 
Digital Marketing Strategy Skills Bootcamp. 

• 100 hours of learning led by a seasoned marketing professional, 
who is joined by subject matter expert guest speakers.

• You’ll learn how to plan campaigns that meet strategic objectives, set 
budgets, analyse and measure results, and optimise the performance 
of each digital channel.

• On successful completion of the course you’ll be awarded a certificate 
in Digital Marketing Strategy accredited by the IDM.

“I have newfound confidence in my marketing 
ability. I now offer insight and knowledge to my team 
that I previously lacked the confidence to suggest.”

Katy Bishop
Content Marketing Assistant

Digital Marketing           
Strategy

Scan the QR code 
for more information

With the government funding 
up to 90% of the course cost, 
places start at just £296

Starting at

ONLY
£296



DMA Membership
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